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The Department of Health and Human Services (HHS) Secretary created CPI to 
align Medicare, Medicaid, and Exchanges program integrity activities in March 
2010. 

Purpose:

Hold the healthcare system accountable, protect beneficiaries from harm and 
safeguard taxpayer dollars while minimizing unnecessary provider burden

Mission:

FY 2020: 14 funding sources totaling $1 billion 

Budget:

479 Employees onboard - 8 Groups - 27 Divisions including 4 field offices & 
Private Plans Team 

Workforce:

Center for Program Integrity 

Presenter
Presentation Notes
Purpose: Serves as CMS’s focal point for all national and statewide Medicare and Medicaid program integrity functions and the establishment of an integrated and coordinated national framework for program integrity-related policies and procedures.

We define the program integrity very simply: “pay it right.” Program integrity must focus on paying the right amount, to legitimate providers, for covered, reasonable and necessary services provided to eligible beneficiaries while taking aggressive actions to eliminate fraud, waste and abuse. 

This over-arching approach help us hold the healthcare system accountable, protect beneficiaries from harm and safeguard taxpayer dollars while minimizing unnecessary burden. 




Promotes the integrity of the Medicare and Medicaid programs and CHIP through 
provider/contractor audits and policy reviews, identification and monitoring of 
program vulnerabilities, and providing support and assistance to States 

Recommends modifications to programs, policies and operations to 
deter, reduce, and eliminate fraud, waste and abuse

Collaborated with key stakeholders relating to program integrity 
(i.e., U.S. Department of Justice, DHHS Office of Inspector 
General, State law enforcement agencies, other Federal entities) 
for combating fraud and abuse, as well as taking action against 
those that participate in fraudulent or unlawful activities

Develops and implements comprehensive strategic plans, objectives and 
measures to carry out CMS' Medicare, Medicaid and CHIP program integrity 
mission and goals, and ensure program vulnerabilities are identified and 
resolved
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CPI Functions

Data & 
Analytics

Provider 
Enrollment

Audits & 
Investigations

PartnershipsProvider 
Compliance

Policy & 
Strategy

Contracts & 
Operations

Presenter
Presentation Notes
Provider Compliance Group
Works across CMS to identify and monitor program vulnerabilities and affect changes in policy related to contractor medical review policy, electronic transfer of Medicare fee-for-service medical records, recovery auditing techniques and prior authorization activities.

Provider Enrollment and Oversight Group
Serves as CMS primary focal point for all Medicare provider/supplier enrollment compliance functions. Provide guidance and support to State Medicaid Agencies on all provider enrollment needs, including the Medicaid Provider Enrollment Compendium.  

Data Analytics and Systems Group
Serves as CMS primary focal point for Medicare and Medicaid data analytics and systems related to fraud, waste and abuse in the Medicaid, Medicare, Medicare Advantage, and Prescription Drug Plan programs. Identify emerging fraud trends through data mining, predictive analytics, modeling concepts and other advanced analytical techniques. 

Investigations and Audits Group
Develops an integrated and coordinated national framework for PI investigations and audit policy and procedures across the Medicare and Medicaid Programs and capitalizes on economies of scale whenever possible and feasible.

Data Sharing and Partnership Group
Implements and supports the technologies, informatics and reporting, and innovative data-exchange tools for the Open Payments program, Healthcare Fraud Prevention Partnership and program integrity Medicare and Medicaid educational programs.

Governance Management Group
Provides guidance, support and oversight to State Medicaid Agencies as it relates to program integrity needs.  Also provides guidance to CPI components and/or programs in the determination of Medicare and Medicaid PI related strategic direction, strategy, priorities, policy and performance management. 

Contract Management Group
Serves as the primary CMS point of contact for procurement, functional administration, and oversight of the Medicare and Medicaid program integrity contractors.

Executive Services Group
Directs and leads administrative operations and provides support to CPI management and staff on the full range of management and related administrative issues (i.e., personnel and recruitment issues, staff development, performance management, awards/recognition program, organizational analysis, training, facilities management, and time and attendance).




CPI Priorities

• Leverage new and emerging technology to modernize our program integrity tools

• Prevent and deter fraud by adding protections to ensure that legitimate providers are enrolled while taking 
aggressive actions to keep out those who seek to defraud the programs

• Enhance vulnerability identification using data analytics and mitigate emerging program integrity risks by 
addressing key risk drivers 

• Utilize demonstration authority to target high risk areas for Medicare fraud while reducing provider burden 

• Apply program integrity safeguards to value-based payment programs to mitigate and prevent potential 
fraud and abuse
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Presenter
Presentation Notes
Medicare and Medicaid fraud, waste, and abuse affects every American by draining critical resources from our health care system, and contributing to the rising cost of health care. Taxpayer dollars lost to fraud, waste, and abuse harm some of our most vulnerable citizens. 

This over-arching approach help us hold the healthcare system accountable, protect beneficiaries from harm and safeguard taxpayer dollars while minimizing unnecessary burden. 






Data and Analytics 

Data analytics, systems, and transparency are foundational to CPI programs: 

– Focuses on analytics related to fraud, waste, and abuse in CMS
– Provides program integrity statistical and data analysis for providers and service trends
– Identifies emerging fraud trends through data mining and other advanced analytical techniques

Provider 
Enrollment, 

Chain & 
Ownership 

System 
(PECOS)

Advanced 
Provider 

Screening 
(APS)

Unified Case 
Management 

(UCM)
One PI

Fraud 
Prevention 

System (FPS)

Presenter
Presentation Notes
PECOS – Gatekeeping tool to ensure only qualified providers should be allowed. System of record for over 2.4 million Medicare providers
COVID-19: Leveraging PECOS to look for newly enrolled providers that are taking advantage of the waivers and flexibilities enabled.

APS System – CMS aggregates criminal data and medical license information to continuously monitor enrolled providers. Once enrolled this allows on-going, continuous monitoring of providers for potentially disqualifying developments such as disqualifying felony convictions and/or adverse licensure actions. 

UCM – Centralized business workflow, data repository and reporting system that allows us to track, manage and share case leads, audits and investigations internally and with UPICS and LE partners in real time. 

One PI – Provides “one-stop-shopping” by providing users with: 
A robust environment for accessing Integrated Data Repository (IDR) data, including Parts A, B, D, DME, and encounter data
Analytic tools that can be accessed via the One PI portal for identifying improper payments and measuring outcomes
One PI users include CMS employees, UPICs, Medicare Drug Integrity Contractors (MEDICs), law enforcement entities, Recovery Audit Contractors (RACs), and MACs.
COVID-19: Leveraging One PI to create queries for different analyses and review codes that are possibly being abused due to the waivers and flexibilities.  Monitoring provider enrollment and billing trends to identify anomalous behavior related to waivers and flexibilities 

FPS – State of the art predictive analytics and modeling technology which monitors FFS claims data 24/7 and looks for behaviors we tell it to look for through models and algorithms. 
Applies advanced analytics against all Medicare FFS pre-paid claims 
Analyzes 11 million claims each day
COVID-19: Exploring new models, edits and enhancing models for FPS based on new FWA trends found post COVID.






6

Provider Enrollment 
Provider enrollment is the gateway to the Medicare and Medicaid programs and the provider’s first interaction with 
CMS and the State Medicaid Agencies:

• Oversees the Medicare Administrative Contractors (MACs)
• Collaborates with states to develop Medicaid enrollment policy and to leverage Medicare provider data
• Oversees and develops Medicare provider enrollment and screening systems 
• Analyzes and implements Medicare administrative actions such as denials, revocations and deactivations 

Recent Provider Enrollment Initiatives:
• Stop Bad Actors – Issued the Program Integrity Enhancements to the Provider Enrollment Process Final Rule -

applies proactive methods to act-on and keep unscrupulous providers and suppliers out of Medicare and 
Medicaid from the outset 

• Greater Support for States - Training on systems, best practice screening, clearer sub-regulatory guidance and 
direct data matching with Medicare 

• Streamline Enrollment - PECOS 2.0 works to consolidate Medicare & Medicaid screening and enrollment  

Presenter
Presentation Notes
Gateway to the Medicare and Medicaid programs and the provider’s first interaction with CMS:
Oversees the Medicare Administrative Contractors (MACs) to ensure providers are screened and enrolled efficiently and in line with Medicare laws and regulations to safeguard patient care
Collaborates with states to ensure states understand the screening and enrollment requirements and to leverage Medicare provider enrollment and screening data for Medicaid enrollments
Oversees and develops Medicare provider enrollment and screening systems such as the Provider Enrollment Chain & Ownership System (PECOS), the National Plan and Provider Enumeration System (NPPES), and the Advanced Provider Screening (APS) system geared towards balancing program integrity.  
Analyzes and implements Medicare administrative actions such as denials, revocations and deactivations from lead sources including law enforcement, screening systems, and program integrity contractors, to protect the Medicare program and the beneficiary population


Stop Bad Actors: 
6058: CMS published a first-of-its-kind final rule on September 10, 2019 – Effective March 17, 2020:  
Applies proactive methods to keep unscrupulous providers and suppliers out of Medicare and Medicaid from the outset 
Enhances our ability to more promptly identify and act on instances of improper behavior
Moves CMS forward in the longstanding fight to end “pay and chase” 
Hardens the target to criminals who would steal from our programs
Ensures only providers and suppliers with an unfavorable affiliation will face additional burdens
This rule brings a new era of smart, effective, proactive and risk-based tools designed to protect the integrity of these vitally important federal healthcare programs we rely on every day to care for millions of Americans. Specifically:
An affiliations-based revocation authority that allows CMS to deny providers with problematic affiliations upfront, and revoke “bad actors” with problematic affiliations already in the program.  
Four other NEW revocation authorities, and 
Expanded revocation and denial authorities 
Expanded re-enrollment and re-application bar provisions

For the first time, CMS placed 530 new home health Medicare providers into a provisional period of enhanced oversight to reduce historically elevated levels of fraud, waste, and abuse in the area of home health services.
 
As a result of implementing the Preclusion List requirements, CMS precluded 2300 unscrupulous providers in its inaugural year from receiving payments for Medicare Advantage (MA) items and services or Part D drugs furnished or prescribed to Medicare beneficiaries.  This innovative approach further protects our patients and the Trust Funds from prescribers and providers identified as bad actors.
 
CMS is crushing more bad actors with enhanced provider screening and administrative enforcement efforts that have led to the removal of over 2200 problematic providers from Medicare in FY2019.
 
Greater Support for States: 
States can screen Medicaid providers using our Medicare enrollment data (site visits, revalidation, application fees, fingerprinting)
 
CMS will pilot a process to screen Medicaid-only providers on behalf of states. CMS recruited two states, Iowa and Missouri, to participate in this pilot. CMS continues to pursue this pilot study. Iowa and Missouri continue to receive screening alerts. CMS has also expanded the pilot to other states, the first being Oklahoma. CMS will evaluate the results and impact of the pilot and assess the value of expanding the service to more states in the future.
 
CMS holds a monthly PE TAG call for states to discuss provider screening and enrollment topics with CMS and peer states. The call covers policy clarifications, best practices, and barriers to implementing ACA requirements.  On these calls, CMS highlights specific actions states may take to avoid PERM errors.
 
Streamline Enrollment 
Share Medicare data to assist states with meeting Medicaid screening and enrollment requirements. Specifically, Medicare provider enrollment record is shared with states via the PECOS administrative interface and via data extracts from the PECOS system and OIG exclusion data.
 
Since May 2016, CMS has offered a data compare service that allows a state to rely on Medicare’s screening in lieu of conducting a state screening, particularly during revalidation. This allows states to remove dual-enrolled providers from the revalidation workload. Idaho, Nebraska, Nevada, New York, Oklahoma and Pennsylvania participated in this service in FY2020. CMS is working to assist additional states in taking advantage of the service.
 
COVID-19: 
Medicare provider enrollment is the key to preventing ineligible and problematic providers and suppliers from entering the program. 
 
Specifically, provider screening identifies such individuals and entities before they are able to enroll and start billing. 
 
CPI paused, in general, the following provider enrollment functions:
Denials and revocations, except those based on felonies, exclusions, or “for cause” actions by State boards
Site visits and fingerprint-based criminal background checks for all providers and suppliers
Resumed July 1, 2020: The National Supplier Clearinghouse and the National Site Visit Contractor perform site visits for “moderate” and “high” risk providers upon enrollment. CPI believes it was critical to resume site visits because this activity helps ensure providers are operational, reduces incidences of false fronts, and supports CPI’s overarching goal of patient safety.
Postpone all revalidation actions. 
Deactivations
Reapplication Bars
Application fees 
DMEPOS accreditation and reaccreditation requirements: CMS is not requiring accreditation for newly enrolling DMEPOS suppliers and is extending any expiring supplier accreditation for a 90-day time period. 
Resumed July 1, 2020: DMEPOS accreditation is the process by which approved accrediting organizations ensure that DMEPOS suppliers, for example, have the appropriate personnel and supplies in relation to what the suppliers have presented as to their line(s) of business. Resuming DMEPOS accreditation and reaccreditation assists in patient safety efforts in an area historically fraught with fraud. 

CMS has established toll-free hotlines for all providers as well as expedite any pending or new applications from providers.

In Medicaid, CMS has provided states with the ability to make similar changes to their provider screening and enrollment processes. States are able to implement an abbreviated temporary enrollment process, which allows states to pause the following activities:

Collection of the application fee
Site visits for “moderate” and “high” risk providers
Fingerprinting/criminal background checks for “high” risk providers
Revalidation

Providers will undergo full screening once the PHE is lifted.
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Audits and Investigations
CPI’s risk-based and targeted regional and national investigations and audits approach: 

• Serves as CMS’ liaison with law enforcement on investigative activities

• Collaborates with State Medicaid Agencies to provide support and assistance in program integrity oversight of the 
Medicaid program, including both fee-for-service and managed care

• Conducts State Program Integrity Reviews which assess the effectiveness of the state’s program integrity efforts, 
including its compliance with Federal statutory and regulatory requirements

• Provides business function lead support to CMS program integrity contractors who conduct investigative activities 

• Conducts focused audits related to plan oversight pertaining to the Medicare Part C and Part D program integrity 
initiatives

Presenter
Presentation Notes
CMS undertakes various fraud investigation activities, including provider/beneficiary interviews, site visits, and review of medical records and documentation, resulting in appropriate administrative actions (e.g., prepayment edits, payment suspensions, revocations). This work is undertaken by the Unified Program Integrity Contractors (UPICs) and Supplemental Medical Review Contractor (SMRC)  (for Medicare fee-for-service and Medicaid claims) and the Investigations Medicare Drug Integrity Contractor (I-MEDIC) (for Part C and D claims).  In June 2020, CMS awarded the new Plan Program Integrity (PPI) MEDIC contract, which encompasses the NBI MEDIC’s work in Parts C and D  (e.g., outreach and education support, audits, and data analysis).

Additionally, CMS conducts State Medicaid Program Integrity Reviews that assess the effectiveness of a State's program integrity efforts, including its compliance with certain Federal statutory and regulatory requirements.  PI Reviews are used by states to improve their program integrity processes and procedures. 

Investigations and Audits 
Liaison with law enforcement 
PI oversight of Medicaid, FFS, and managed care 
Conduct state PI reviews
UPIC, SMRC and I-MEDIC oversight 


Medicare / Medicaid Investigative Priorities:
Home Health: Conduct at least 2 onsite field projects per quarter
Hospice: Conduct at least 2 onsite projects per quarter
DMEPOS Tele-prescribing: Develop and Implement Strategy
Part D Opioids: Issue letters to outlier prescribers of opioids as required pursuant to the SUPPORT Act 
Medicaid investigative priorities include opioids, Medicaid Managed care and COVID-19


State Medicaid Program Integrity Reviews:
Conduct 12 focused reviews which include 10 managed care and 2 personal care services (PCS)
Conduct desk reviews in the following topics:
Services After Death
Managed Care Compliance Plans
Medicaid Payment Suspensions
Opioids
Terminated Providers
Medicaid Managed Care and PCS PI activity since last PI Review

Continue Desk audits and Self-audits for Part D Plans:
In FY 20, close out notifications were sent to plan sponsors for 9 self-audits and 3 desk audits    
Currently, there is 1 self- audit and 1 desk audit that remain in progress for FY 20. 

COVID-19:
CPI’s previously paused and resumed the following activities:
PI activities involving any contact with a health care provider or their staff by the UPIC or I-MEDIC 
Resumed June 2020: CPI is limiting these activities to areas that are not subject to COVID-19 restrictions, such as those with significant access to care concerns related to widespread outbreaks. Priority investigative activities will focus on durable medical equipment, genetic testing, and COVID-19 fraud schemes. 

Issuance of identified overpayments and findings by the UPIC and the Supplemental Medical Review Contractor (SMRC)
Resumed June 2020: CPI lifted the hold on the issuance of currently identified overpayments and resumed the identification of overpayments and audit operations.

Requests for additional medical records or documentation to providers, suppliers, and Part C plan sponsors, for ongoing investigations, unless approved by CMS
Resumed June 2020: Allowing CPI fraud contractors to send requests for additional medical records and documentation to providers, suppliers, and Part C and D plan sponsors, unless exceptions are warranted. Priority medical review projects include high risk providers associated with known criminal fraud schemes, such as Operation Brace Yourself (OBY) and genetic testing.

UPIC investigations and reports related to State Medicaid programs
Resumed June 2020: Requests for additional medical records related to state Medicaid UPIC investigations and related reports.

 State Program Integrity Reviews
CMS postponed all onsite focused reviews.  All reviews will be rescheduled for 2021.
Resumed August 2020: all desk review activity.
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Major Case Coordination
Major Case Coordination: Forum designed so that CMS and law enforcement partners can quickly and systematically 
collaborate on fraud health care schemes. Through this collaboration, CMS is able to maximize efforts to identify, 
investigate, and pursue providers who might otherwise endanger program beneficiaries or commit fraud on federal 
programs. 

Since April 2018:

• 2,110 Unique Case Reviews
• 1,409 Law Enforcement Referrals
• 1,141 Potential Payment 

Suspensions*
• 454 Potential Revocations*

Healthcare Fraud Scheme Takedowns 

• Operation Brace Yourself (April 9, 2019)
• Appalachian Region Prescription (ARPO) Opioid Strike Force 

Takedown (April 17, 2019)
• PSTIM (September 17, 2019)
• Second ARPO Strike Force Takedown (September 24, 2019)
• NE DME/Opioid Strike Force Takedown (September 26, 2019)
• Home Health RAP Fraud (September 27, 2019)
• Genetic Testing Strike Force Takedown (September 27, 2019)

* Potential path to payment suspension and/or 
revocation identified. 

Presenter
Presentation Notes
In April 2018, CMS created a law enforcement partnership forum called the major case coordination (MCC). 

This forum was designed so that CMS  and law enforcement partners can quickly and systematically collaborate on fraud health care schemes. 

Through this collaboration, CMS is able to maximize efforts to identify, investigate, and pursue providers who might otherwise endanger program beneficiaries or commit fraud on federal programs. 

The goal of this process is to ensure the right tool (CMS’s administrative tools vs law enforcement tactics) is applied to the right case, at the right time (to not interfere with sensitive law enforcement operations) and in the right order. 

CMS’s efforts to identify potential fraud earlier in the process have resulted in numerous successful takedowns, marked increases in number and amount of charged health care cases and hundreds of millions of dollars in increased savings related to administrative enforcement actions. 

Brace yourself
Press releases:
Operation Brace Yourself (April 9, 2019)
NE DME/Opioid Strike Force Takedown (September 26, 2019)
Combined results: 
24 Individuals 
$1.2 Billion in Losses
$600 million in fraudulent claims
Administrative action against 130 DME companies that submitted over $1.7 billion in claims to the Medicare program and were paid over $900 million for back, shoulder, wrist and knee braces that were medically unnecessary.
 
ARPO
Press releases:
Appalachian Region Prescription (ARPO) Opioid Strike Force Takedown (April 17, 2019)
Second ARPO Strike Force Takedown (September 24, 2019)
NE DME/Opioid Strike Force Takedown (September 26, 2019)
Combined results:
73 Individuals, 64 Medical Professionals
350 Thousand Prescriptions, 52 Million Pills
$800 million in losses
$160 million in fraudulent claims
 
Genetic Testing
Press release: 
Genetic Testing Strike Force Takedown (September 27, 2019)
Results: 
35 Individuals  
$2.1 Billion in Losses
Suspended 11 clinical laboratories
 
	(These schemes involved many compromised Medicare cards, so CMS proactively changed 220,000 beneficiary numbers that were used in these schemes.)
 
Home Health RAP
Press release:
Home Health RAP September 27, 2019 
Results: 
14 individuals charged 
Indictment related to approximately 30 home health agencies in 3 states. 
Estimated fraud loss of approximately $40 million in which home health agencies were acquired using fake aliases and/or nominee owners and used to submit fraudulent claims for home health services that were never rendered


https://www.justice.gov/opa/pr/federal-indictments-and-law-enforcement-actions-one-largest-health-care-fraud-schemes
https://www.justice.gov/opa/pr/appalachian-regional-prescription-opioid-arpo-strike-force-takedown-results-charges-against
https://www.justice.gov/usao-edpa/pr/doctor-and-physician-practice-pay-178000-resolve-false-claims-act-liability-arising
https://www.justice.gov/opa/pr/second-appalachian-region-prescription-opioid-strikeforce-takedown-results-charges-against-13
https://www.justice.gov/opa/pr/federal-health-care-fraud-takedown-northeastern-us-results-charges-against-48-individuals
https://www.justice.gov/opa/pr/midwest-health-care-fraud-law-enforcement-action-results-charges-against-53-individuals
https://www.justice.gov/opa/pr/federal-law-enforcement-action-involving-fraudulent-genetic-testing-results-charges-against
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PI in Medicare Advantage and Part D
CMS continues to work to modernize the Medicare Advantage and Part D programs:

• Substance Use-Disorder Prevention that Promotes Opioid Recovery and Treatment for Patients and Communities Act 
(SUPPORT Act)
• Section 6065: Annual notification of prescribers identified as outlier prescribers of opioids
• Section 2008: Proposed provisions require plans sponsors to notify the Secretary of the imposition of a payment 

suspension based on a credible allegation of fraud
• Section 6063:

• Proposed provisions require the Secretary to establish a secure internet website portal to enable the sharing 
of data among MA plans, prescription drug plans, and the Secretary

• Proposed provisions require plan sponsors to submit information on investigations, credible evidence of 
suspicious activities related to fraud, and other corrective actions related to inappropriate opioid prescribing

• Proposed provisions require the Secretary to share information and quarterly reports with plan sponsors 

• Risk Adjustment Data Validation (RADV) Audits 
• Completed the medical record submission phase for 2014 contract level audit
• Launched medical record submission phase for 2015 contract level audit
• Reviewed all comments received on the RADV proposed rule and working to finalize the rule in FY20

Presenter
Presentation Notes
Opioid Letters:
CMS sent 600+ letters to prescribers of concurrent opioids and benzodiazepine medications comparing them to their peers as required under the SUPPORT Act in Section 6065

SUPPORT ACT Rulemaking
We are implementing Sections 2008 and 6063 through the “Contract Year 2021/2022 Policy & Technical Changes” regulation.   

Medicare Advantage (MA) and Medicare Part D Plan Sponsor Training: In FY 2019, HHS conducted: two small in-person Medicare PartsC and D Fraud, Waste and Abuse Collaboration Missions (October 2018 and March 2019); a large in person-Fraud, Waste, and Abuse Training (July 2019); and two Opioid Missions (April 2019 and August 2019).  In FY 2020, HHS conducted two Medicare Advantage Organization and Prescription Drug Plan FWA Training Webinars (January 2020 and July 2020); a Fraud, Waste, and Abuse COVID 19 Webinar (April 2020); and two Opioid Education Missions (October 2019 and March 2020). 

Medicare Advantage (MA) Overpayment Reporting and Recoveries: Regulatory Provisions in CMS-4159-F, “Policy and Technical Changes to the Medicare Advantage and the Medicare Prescription Drug Benefit Program” (79 FR 100): MA Organizations must report and return overpayments that they identify. In CMS-1613-F, “The Calendar Year 2015 OPPS/ASC Rule” (79 FR 66769), a payment recovery and appeal mechanism was codified for when CMS identifies erroneous payment data submitted by an MA Organization. 
Status of Recoveries: In FY 2019, MA organizations reported and returned approximately $44.55 million in self-reported overpayment. 
Status of Recoveries: In FY 2019: Part D sponsors self reported and returned approximately $1.54 million in overpayments.

Contract-Level Risk Adjustment Data Validation Audits: 
Medicare Advantage plans receive additional payments from CMS for beneficiaries with clinical conditions.
Plans submit requests for risk adjusted payments based on beneficiary diagnosis.
CMS conducts contract-level Risk Adjustment Data Validation (RADV) audits to verify the accuracy of payments made to Medicare Advantage (MA) organizations and recover improper payments. 
RADV is CMS’ primary activity to recover improper payments for the Medicare Part C and D program.
In FY 2018 it was estimated that Medicare MA plans were overpaid by $15.5 billion dollars, because the diagnosis claimed could not be supported. 
RADV audits are the method for attempting to collect some of these overpayments.
It is estimated that CMS RADV audits could collect $600 million of this overpayment.
In 2012, after considering over 500 comments, CMS informed MA and Part D sponsors on how it would recover improper payments from RADV audits, stating that payment recovery will be based on our estimate of overall payment error for a given MA contract. 
CMS proposed policies regarding the use of extrapolation in Medicare Advantage Risk Adjustment Data Validation (RADV) audits and the Fee-for-Service Adjuster (FFSA) in the Notice of Proposed Rulemaking (NPRM) that was published on November 1, 2018 in the Federal Register, entitled, Medicare and Medicaid Programs; Policy and Technical Changes to the Medicare Advantage, Medicare Prescription Drug Benefit, Program of All-inclusive Care for the Elderly (PACE), Medicaid Fee-For-Service, and Medicaid Managed Care Programs for Years 2020 and 2021.
The proposed rule would strengthen CMS’s ability to return dollars to the Medicare Trust Funds as a result of these audits.
The proposed provision in CMS-4185-P updated stakeholders on our plans to use various sampling and extrapolation methodologies in these and subsequent RADV audits.
The comment period for the RADV proposal was extended beyond the initial December 31, 2018 deadline to April 30, 2019 in order to maximize the opportunity for the public to provide meaningful input to CMS and to generate information that will be useful to our agency’s decision makers.
CMS evaluated the input received from the initial comment period and determined that additional data should be release for increased transparency. 
After extensive consultation with the Office of General Counsel and the Department of Justice, CMS released via a Federal Register Notice on April 30, 2019, additional data and updates to existing documentation related to the FFS adjuster study. 
We provided details on how CMS plans to replicate the FFS Adjuster study, publish the results and release associated data. 
Extended the comment period for the RADV proposal beyond the initial April 30th deadline to August 28, 2019.
Providing additional information and extending the comment period increases transparency, maximizes the opportunity for the public to provide input to CMS, and potentially reduce litigation risk.
In June 2019, released the final data from the October 26, 2018 FFS Adjuster Study
Plans argue that the debts to be collected should be offset by a FFS adjuster to take into account error in FFS claims coding. This matter is still undergoing rulemaking.
CPI is working to review all comments and finalize the rule in FY20.
Oversight Agencies and Congress have repeatedly called upon CMS and CMS has concurred with recommendations to address errors made in risk adjustment payments made to MA plans
In April 2019, HHS launched the payment year 2014 RADV audits and held a training webinar for MA organizations selected for audits to prepare the audited MA organizations for RADV audits. 
The payments year 2014 RADV audits is expected to conclude in the late FY 2020. 
CPI started contract level RADV audits for year 2015 in early 2020 
CPI also expects to start contract level RADV audits for years 2016 and 2017 by fall 2021. 




Healthcare Fraud Prevention Partnership

170 Partners

5 Federal Agencies

29 Law Enforcement

13 Associations

44 State and Local

79 Private Payers

20% 
Federal 

Agencies & 
Law 

Enforcement

8% 
Associations

State & Local

26%

46% 
Private Payers

State Medicaid 
Agencies 

Medicaid Fraud 
Control Units

Medicaid Inspector 
General Offices

State Program 
Integrity Offices 

Healthcare Fraud Prevention Partnership (HFPP): Voluntary, public-private partnership between the federal 
government, state and local agencies, law enforcement, private health insurance plans, employer organizations, and 
healthcare anti-fraud associations to identify and reduce fraud, waste, and abuse across the healthcare sector
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Presenter
Presentation Notes
HFPP: Voluntary, public-private partnership between federal government, state and local agencies, law enforcement, private health insurance plans, employer organizations, and healthcare anti-fraud associations to identify and reduce fraud, waste, and abuse across the healthcare sector by providing an unparalleled cross-payer data source and generating real-time, comprehensive approaches.
 
Partnership Evolution: 
Began in 2012 as a voluntary, public-private partnership, and started with approximately 20 Partners 
Today, the HFPP has grown to **170** Partners 
Every additional Partner that shares their data further increases the HFPP’s multi-payer data set breadth and depth, and increases the impact in delivering meaningful outcomes for our Partners. 
 
Purpose: To improve the detection and prevention of healthcare fraud by:
Exchanging data and information between the public and private sectors.
Leveraging various analytic tools against data sets provided by HFPP partners.
Providing a forum for public and private leaders and subject matter experts to share successful anti-fraud practices and effective methodologies for detecting and preventing healthcare fraud.
 
Focus Areas:
Data sharing and analytics
Partners are continually providing input and HFPP is increasing its access to data (most importantly) from private payer partners;
Training, outreach, education and information sharing
Results from the focused studies where data is shared between partners provide input for ongoing outreach, both internal and external to the HFPP.  
 
Results: 
There has been a shift towards more partnership and collaboration over the last 5 years;
numerous studies directly related to fraud schemes; 
white papers that detail the schemes and provide other partners knowledge about those schemes; and 
Regional Sharing Sessions that provide information directly to partners on current schemes/trends;







HFPP Process

11

Presenter
Presentation Notes
How the HFPP works: 

Pipeline: (Cases, Schemes) The TTP is most successful when Partners share their successes and challenges related to program integrity activities. Partners can suggest study topics by sharing cases or schemes they have encountered.

Submissions: (Claims, Reference Files): 
Partners submit professional and/or institutional claims data to the secure TTP portal. Initial submissions are for the prior two years of data. Updated claims may be submitted monthly, quarterly, or semi-annually, depending on how the Partner chooses to participate. 

Partners also submit reference files, such as member ID crosswalks that allow the TTP to securely assign HFPP IDs to each beneficiary during transmission so personally identifiable information (PII) is never stored in the TTP. The HFPP IDs allow us to track billings for the same beneficiary across multiple Partners.

Implementation: (Data Elements, Schedule) Each study relies on specific data elements from professional claims on a pre-planned production schedule. All available data will be included in each study the TTP conducts unless it is not relevant. For example, if the study is related to physical therapy, Partners from a mental health carve out will not be included. 

Findings (Evidence, Leads) Partners receive a variety of outcomes from TTP studies that include their individual study findings such as a report related to NPIs that meet the study criteria. Partners use study results for qualified lead generation, corroborating evidence, or their own analysis for allocating program integrity resources to address the issues related to the study.

How does CMS use the partnership? 
As a Partner, CMS receives alerts and study results from the Trusted Third Party (TTP) just like any other Partner who shares data. 
CMS/CPI staff then review the alerts and study results to determine the next steps, considering current billing activity and the provider’s status in CMS systems such as UCM. 
CMS/CPI staff meet as a project team and work with a data and analytics contractor (Acumen) to review the information from the HFPP.
Depending on the findings of this research, the provider may be referred, such as for education via a MAC, investigation via a UPIC, or medical record review and potentially overpayment collection via the SMRC (Noridian).

COVID-19:  
The TTP is currently receiving data to contain billing for COVID-19 (starting with March 2020)
The HFPP held a joint Information Sharing Session with the NHCAA on COVID-19 which included a discussion on CMS Regulatory Waivers: Vulnerabilities and Flexibilities 
Will be hosting a second session with the NHCAA on data analytics and COVID-19 in October 2020 
Beginning to work on a white paper addressing COVID-19 fraud, waste, and abuse
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Medicaid PI Strategy

The Medicaid Program Integrity Strategy was released in June 2018 and included 
several new and enhanced initiatives, such as:

• Stronger audit and oversight functions

• Increased data sharing and partnerships

• Additional education, technical assistance, and collaboration

CMS continues to collaborate with states in implementing these initiatives and 
looks for new areas of vulnerability and opportunity to support state efforts to 

meet high program standards.

Integrity

Flexibility

Accountability

Presenter
Presentation Notes
Launched the Medicaid PI Strategy in June 2018: 
3 Themes: Integrity, Flexibility, and Accountability
Integrity: Ensure sound stewardship and oversight of Medicaid resources 
Flexibility: Enable increased data sharing and robust analytic tools 
Accountability: Create greater transparency and accountability for Medicaid program integrity performance 
Seek to reduce Medicaid improper payments across states

Strategy is focused on 3 initiative buckets:

Stronger audits and oversight functions
Bene eligibility audits
Revised MEQC program
Medicaid managed care audits 
Medical Loss Ratios

Data Sharing 
Enhance data sharing and collaboration with states 
Comprehensive, timely national analytic data for Medicaid
Transformed Medicaid Statistical Information System (T-MSIS)

Accountability and Education
Increase guidance to states
Medicaid Integrity Institute
State PI reviews
HFPP
Medicaid Scorecard
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Accountability and Education:
• Comprehensive Medicaid Integrity Plan (CMIP): Released CMS’ plan to protect taxpayer dollars by combatting fraud, 

waste, and abuse in Medicaid and CHIP in June 2020
• Sub-Regulatory Guidance: Working to release sub-regulatory guidance related to the PI provisions of the 2016 Medicaid 

Managed Care Final Rule 
• Medicaid Major Case Coordination: Implementing a forum designed so that CMS, state partners, UPICs and law 

enforcement can quickly and systematically collaborate on fraud health care schemes and maximize efforts to identify, 
investigate, and pursue providers who might otherwise endanger the program 

Audits & Oversight:
• Medical Loss Ratio (MLR) Audits: CMS is continuing targeted audits of states Medicaid managed care organization (MCO) 

financial reporting and MLR
• Unified Program Integrity Contractor (UPIC) Audits: CMS is increasing UPIC audits in the managed care space
• Beneficiary Eligibility Audits: Conducted beneficiary eligibility audits for New York, Louisiana, and Kentucky 
• Payment Error Rate Measurement (PERM) Corrective Actions Plans (CAPs): Reviewing and assisting states to address the 

state-specific drivers of improper payments

Data Sharing: 
• Optimize State-Provided Claims & Provider Data: CMS is working closely with states to ensure that CMS and oversight 

bodies have access to the best, most complete and accurate Medicaid data 
• Transformed Medicaid Statistical Information System (TMSIS): For the first time, all 50 states, D.C. and Puerto Rico are 

now submitting data on their programs

Medicaid PI Updates

Presenter
Presentation Notes
Accountability and Education
CMIP:
Released June 2020 for FYs 2019-2023 
Includes the new and enhanced Medicaid program integrity initiatives
Includes several oversight activities:
Continued audits of state beneficiary eligibility determinations
Continued audits of Medicaid managed care Medical Loss Ratio (MLR)
Review and assist states with the development of Payment Error Rate Measurement (PERM) Corrective Actions Plans (CAPs) to address the state-specific drivers of improper payments
Provide guidance, support, and oversight for states’ Medicaid Eligibility Quality Control (MEQC) pilots and CAPs
Optimize PI use of T-MSIS data, conduct data analytics pilots with states, and improve state access to data sources that are useful for PI
Collaborate with states to ensure compliance with the Medicaid managed care final rule and implementation of PI safeguards
 
Ensure State Compliance with the Medicaid Managed Care Final Rule: CMS will monitor state implementation of, and enforce compliance with, program integrity safeguards such as (1) reporting and returning overpayments, and (2) compliance programs.
 
Medicaid Major Case Coordination: 
Strengthens collaborative relationships with CMS, state partners, UPICs and law enforcement
Creates efficiencies throughout the UPIC/Criminal Referral process
Speeds up the time frames with which administrative actions can be applied
Protects the public fisc. 
We understand the unique challenges that the states face, and we are here to help in any way that we can;
CPI has convened 5 Medicaid MCCs and presented 28 cases. (Mississippi, Nevada, Louisiana, Wyoming, and Idaho) 
Notably, fiscal year to date, DFON has generated 102 Final Findings Reports with a Total Computable Medicaid overpayment value of $22.2 million which represents an increase from the past fiscal year. 
Notably, Medicaid Fraud referrals increased well over 100% from the prior year
 
Provide Medicaid Provider Education to Reduce Improper Payments: CMS will strengthen efforts to educate state Medicaid Program Integrity units on best practices. CMS is in the process of procuring a contractor that will provide targeted, state-specific education and technical assistance to Medicaid Program Integrity units. Topics will include best practices, including techniques to develop comparative billing reports and the use of targeted "probe and educate" medical review strategies. Additional methods to complete this goal include providing education to states through the Medicaid Integrity Institute, publishing educational tools online, and considering the leverage of the UPIC contractors to support in the analytic process.

Medicaid Integrity Institute (MII): CMS offers training, technical assistance, and support to state Medicaid program integrity officials through the MII. Each of these sessions touches upon the importance of maintaining documentation to support provider enrollment, beneficiary eligibility, and claims billing and reimbursement. 
FY 2008-FY 2020: Trained 10,246 state employees through 232 educational offerings; Students and faculty from all 50 states, District of Columbia, Puerto Rico, and U.S. Virgin Islands
 
Audits and Oversight 
Targeted audits of states Medicaid MCOs financial reporting: MCOs have implemented risk mitigation strategies, such as Medicaid Loss Ratio (MLR), and CMS is checking to make sure claims experience match what plans have been reporting. In June 2020, CMS released the first MLR report for California, which identified various findings and observations that describe recommendations for improvement. However, CMS did not identify any outstanding overpayment amounts. CMS is currently reviewing potential states and focus areas to conduct additional MLR reviews. 
 
UPIC Managed Care Audits: CMS is increasing UPIC audits in managed care.
 
Bene Eligibility Audits: CMS conducted beneficiary eligibility reviews in NY, KY, LA, and CA to confirm if state beneficiary eligibility determinations were appropriate for the new adult population and if the Federal match was assessed correctly. Other objectives include comparing previous findings in similar reviews conducted by the OIG to ensure those findings had been appropriately addressed, identifying and assessing the impact of any changes to Medicaid eligibility policy due to the Affordable Care Act (ACA), and determining whether non-expansion enrollment categories were impacted by the expansion enrollment process. 
Reports for NY, KY, LA are in draft form, hopefully releasing soon.
Report for CA is still under development.
CMS identified various findings and observations that detail recommendations for improvement.
CMS also calculated estimated extrapolated overpayments; however, CMS does not have statutory authority to recover these overpayments because they were identified outside the PERM program. There is a FY 2020 President’s Budget proposal to address this statutory limitation.
 
Enhanced State PERM CAP Process: CMS components, in conjunction with the states, coordinate state development of corrective action plans to address each error and deficiency identified during the PERM cycle. HHS conducts ongoing monitoring of states’ progress in implementing effective corrective actions to address the errors and deficiencies. HHS has begun working with FY17 Cycle 3 states and RY19 Cycle 1 states to develop their CAP’s. HHS has developed a comprehensive review process to evaluate the effectiveness of the corrective actions. Quarterly cohort meeting with all states in each cycle will be established to share promising practices and new initiatives to reduce repeat errors.
COVID-19: On April 2, 2020, CMS announced that it was exercising its enforcement discretion to adopt a temporary policy of relaxed enforcement for PERM program. Accordingly, CMS suspended all improper payment-related engagement/communication or data requests to providers and state agencies, including calls and communications regarding existing PERM Corrective Action Plans (CAPs).
 
Medicaid Eligibility Quality Control (MEQC) Program: Under the MEQC program, states design and conduct pilots to evaluate the processes that determine an individual’s eligibility for Medicaid and CHIP benefits. States have great flexibility in designing pilots to focus on vulnerable or error-prone areas as identified by PERM and by the state. These MEQC pilots are conducted during the two-year intervals (“off-years”) that occur between their triennial PERM review years, allowing states to implement prospective improvements in eligibility determination processes prior to their next PERM review. CMS has prepared supplementary guidance for states that is currently under review at OMB.
COVID-19: Paused MEQC activity and oversight. Presently no MEQC reports and CAPs have been submitted yet for the first pilot undertaken under the new MEQC regulations. CMS restarted PERM CAP-related activities on July 22, 2020, and MEQC activities on August 17, 2020
 
Data: 
Optimize state-provided claims and provider data: It is an administration priority for CMS to work closely with states to ensure that CMS and oversight bodies have access to the most accurate Medicaid data. CMS’s ongoing goal is to use advanced analytics and other innovative solutions to both improve Transformed Medicaid Statistical Information System (TMSIS) data and maximize the potential for program integrity purposes. This will allow CMS to identify leads that necessitate further investigation.
 
TMSIS: For the first time, all 50 states, D.C. and Puerto Rico are now submitting data on their programs to the Transformed Medicaid Statistical Information System (TMSIS). This supports CMS’ goal to use advanced analytics and other innovative solutions to both improve TMSIS data and maximize the potential for program integrity purposes. This will allow CMS to identify instances like a beneficiary receiving more hours of treatment than hours in a day or other flags that necessitate further investigation.
 
Publicly Report State Performance on the Medicaid Scorecard: CMS has released a Medicaid and CHIP Scorecard that presents state performance measures related to their Medicaid programs. Future versions of the scorecard may include state program integrity performance measures like PERM and the Medicaid improper payment rate. In fall 2019, CMS published the first program integrity measures as part of the Medicaid and CHIP Scorecard: (1) Healthcare Fraud Prevention Partnership (HFPP) Participation, and (2) Initiation of Collaborative Investigations Between States and CMS’s Unified Program Integrity Contractors. CMS plans to continue these measures as part of the fall 2020 Medicaid and CHIP scorecards.
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Prior Authorization
CMS is leading Prior Authorization (PA) and Pre-Claim Review initiatives to prevent improper payments and decrease appeals 
in the Medicare fee-for-service program:
PA of Certain DMEPOS Items: Master list of items for potential PA that CMS chooses based on potential FWA

• As of May 2020, CMS requires PA on 40 Power Mobility Devices (PMD), 5 Pressure Reducing Support Surfaces (PRSS), and 6 high 
cost Lower Limb Prosthetics (LLP) 

Repetitive Scheduled Non-Emergent Ambulance Transports Model: Tests whether PA helps reduce expenditures and improper payments, 
while maintaining or improving access to and quality of care

• Currently in 8 states and Washington, D.C.
• Since implementation, spending has decreased on average approximately $9 million per month, resulting in savings of 

approximately $710 million while maintaining and improving access to and quality of care

Home Health Review Choice Demonstration: Provides flexibility, provider choice, and risk-based changes to providers who bill accurately
• Includes HHAs in IL, OH, TX, NC, and FL 
• Initial analysis of the demonstration indicates that HHAs have a good understanding of the medical necessity and 

documentation requirements for the home health benefit  

PA of Certain Hospital Outpatient Department (OPD) Services: Nationwide PA process and requirements for certain hospital OPD services
• As of July 2020, CMS requires PA for 5 groups of services: Blepharoplasty, Botulinum Toxin Injections, Panniculectomy, 

Rhinoplasty, and Vein Ablation

Presenter
Presentation Notes
Prior authorization (PA) – the process by which providers request and receive approval from payers to provide certain items or services – is currently a complex mix of rules and processes that vary by payer, provider, patient, and condition. This patchwork landscape often relies on outdated technology, such as fax machines. 
Allows for approval of a service/item prior to payment
Limited statutory authority for specified services/items
Demonstrations to test prior authorization and pre-claim review for other items/services
 
The complexity and variability of PA requires providers to spend significant amounts of time trying to discover whether PA is required for a given item/service, and then figuring out how to request and receive approval to provide care that their patients need. It also leads to burden on patients, who may experience delays getting needed care, pay unnecessary out-of-pocket expenses to avoid delays, or abandon treatment altogether.

MAC prior authorization reviews (home health, non-emergent ambulance, and power wheelchairs) – allows for approval of a service/item prior to payment

CMS is utilizing demonstration authority to target high risk areas. We are working on several demonstrations and other protections on particular items and services where there are high improper payment rates, high item or service costs, high item or service utilization, and/or known fraud. 

Ensures the right payment is made at the right time and for the right service/item while also minimizing unnecessary provider burden
 
Durable Medical Equipment, Prosthetics, Orthotics and Supplies (DMEPOS) Prior Authorization: 
The DMEPOS prior authorization final rule was issued on December 30, 2015. 
In FY 2019, CMS approved over 65,000 items through the prior authorization process. 
On April 22, 2019, HHS published a Federal Register Notice requiring: Prior authorization for seven Power Mobility Device codes effective nationwide July 22, 2019; and Prior authorization for five Pressure Reducing Support Surface codes effective July 22, 2019, in California, Indiana, New Jersey, and North Carolina. 
On February 7, 2020, CMS published a Federal Register Notice requiring prior authorization for six lower limb prosthetics, originally effective May 11, 2020 for California, Michigan, Pennsylvania, and Texas, and nationwide October 8, 2020. These dates were delayed to September 1, 2020, and December 1, 2020, respectively due to the PHE. 
COVID-19: These activities were paused due to the COVID-19 public health emergency but CMS began resuming activities in August 2020.
 
Repetitive Scheduled Non-emergent Ambulance Transport (RSNAT):
In 2014-2015, implemented Repetitive Scheduled Non-emergent Ambulance Transport (RSNAT) model in nine states 
establish a prior authorization process to reduce expenditures and improper payments, while maintaining or improving access to and quality of care
Since implementation, spending has decreased on average approximately $9 million per month, resulting in savings of approximately $710 million while maintaining and improving access to and quality of care. 
Recently received approval for nationwide expansion and working on how to implement with consideration to the PHE.
COVID-19: The model was paused in March due to the PHE. RSNATs could still submit claims voluntarily. The model was resumed on August 3rd.  
 
Home Health Review Choice Demo:
June 2019 began implementing 
combat fraud, waste, and abuse in the home health benefit, while offering flexibility and provider choice, and incorporating risk to reward providers who show compliance 
Started in Illinois, then Ohio and Texas
FL and NC delayed (COVID-19)
Early results show majority of HHAs in Illinois chose to participate in pre-claim review, which demonstrates compliance with Medicare guidelines before a claim is submitted for payment
Analysis on the first four months indicates that HHAs have a good understanding of the medical necessity and documentation requirements 
CMS continue to implement and analyze results
COVID-19: CMS paused the HH RCD in March due to the PHE. CPI announced in June that it would begin the RCD for Home Health Services in Florida and North Carolina for billing periods beginning on or after August 31, 2020. In response to stakeholder feedback, CPI is made adjustments temporarily to reduce the burden of adjusting to a new demonstration during the COVID-19 PHE. CPI has moved forward with making the demo voluntarily for pre-claim review submission.  Providers may submit for pre-claim review and will be excluded from medical review. If providers do not submit claims for pre-claim review, they will not be subject to the 25% payment reduction – they may be subject to postpay review. This position will be reassessed in 60 days.    
 
PA for Hospital OPDs: 
Through the Calendar Year 2020 Outpatient Prospective Payment System/Ambulatory Surgical Center Final Rule, CMS established a nationwide prior authorization process and requirements for certain hospital outpatient department (OPD) services. 
This process serves as a method for controlling unnecessary increases in the volume of these services.  
Ensure that Medicare beneficiaries continue to receive medically necessary care – while protecting the Medicare Trust Fund from improper payments and, at the same time, keeping the medical necessity documentation requirements unchanged for providers 
The following hospital OPD services require prior authorization as of July 1, 2020:
Blepharoplasty
Botulinum toxin injections
Panniculectomy
Rhinoplasty
Vein ablation
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Provider Compliance 
Outreach and Education

Prevent improper payments and decrease appeals in the Medicare fee-for-service program through:

Comparative Billing Reports (CBRs): Compare an individual provider’s billing and/or prescribing practices for a specific 
billing code, policy group, or service with the billing and/or prescribing practices of that provider’s peers in the same state 
and/or specialty, and national averages 

• Provides insight into Medicare policy and regional billing trends to increase provider utilization awareness 

Program for Evaluating Payment Patterns Electronic Reports (PEPPERs): Provider-specific Medicare statistics for target 
areas often associated with Medicare improper payments due to billing, diagnosis related group (DRG) coding, and/or 
admission necessity issues to facilities

• Encourages providers to review data about their billing practices to help ensure accurate claims are submitted for 
payment

Medical Review: Review claims and medical records for providers who have a high propensity for improper payments  
• Ensures that payment is made only for services that meet all Medicare requirements

Targeted Probe and Educate (TPE): Conducts data analyses on spending and conducts a probe sample to determine 
adherence to policies, then provides individual education to providers with high denial rates

• Designed to help providers and suppliers reduce claim denials and appeals through one-on-one help

Presenter
Presentation Notes
While we strengthen program integrity we must ensure our efforts don’t create unnecessary time and cost burden on providers. 

We have increased efforts to educate providers in order to assist rather than punish providers who make good faith claim errors. 

Comparative Billing Reports (CBRs) compare an individual provider’s billing and/or prescribing practices for a specific billing code, policy group, or service with the billing and/or prescribing practices of that provider’s peers in the same state and/or specialty, and national averages. This non-enforcement strategy helps moderate extreme billing and improve quality.
CPI sends approximately 1 CBR out a month on different billing/prescribing practices. 
Topics are selected based on annual improper payment data, OIG reports, and other internal CMS data sources 
Unique criteria, metrics for evaluation, and provider universes are developed for each CBR topic and outlier providers are identified using the established criteria. 
Non-enforcement strategy helps moderate extreme billing and improve quality
Drive down unnecessary spending and helped educate providers on proper coding
Medicare Learning Network (MLN) articles, Webinars, and tweets are sent out in addition to each report to increase communication with the providers.
In the past year through Comparative Billing Reports, CMS has also provided a record level of education about billing patterns and support for provider’s compliance activities to over 56,000 Medicare providers across 14 different Medicare service areas.  The number of service areas represents a 40% increase over previous years. This strategy helps moderate extreme billing and improve quality. We are continuing to pin-point various service areas for additional billing pattern education. 

Program for Evaluating Payment Patterns Electronic Reports (PEPPERs): Provider-specific Medicare statistics for target areas often associated with Medicare improper payments due to billing, Diagnosis Related Group (DRG) coding, and/or admission necessity issues to facilities
Encourages providers to review data about their billing practices to help ensure accurate claims are submitted for payment
Providers can review data statistics for each of the CMS target areas, comparing performance to that of other facilities in the nation, specific MACs jurisdiction, and state
Providers can also compare data statistics over time to identify changes in billing practices, pinpoint areas in need of auditing and monitoring, identify potential DRG under- or over-coding problems, and identify target areas where length of stay is increasing 
Reports are distributed annually, with the exception of Short-Term acute care Hospital reports, which are released on a quarterly basis

Medical Review - the collection of information and clinical review of medical records by Medicare Contractors to ensure that payment is made only for services that meet all Medicare coverage, coding, and medical necessity requirements. Medical review activities are directed toward areas where data analysis, Comprehensive Error Rate Testing (CERT) and Office of Inspector General (OIG)/Government Accounting Office (GAO) findings as well as Recovery Audit Contractor (RAC) vulnerabilities indicate questionable billing patterns.
Goal of the Medical Review Program: The goal of the medical review program is to reduce payment error by identifying and addressing billing errors concerning coverage and coding made by providers. To achieve the goal of the medical review program, Medicare Contractors:
Proactively identify patterns of potential billing errors concerning Medicare coverage and coding made by providers through data analysis and evaluation of other information (e.g. complaints);
Review CERT data, RAC vulnerabilities and OIG/GAO reports;
Take action to prevent and/or address the identified error; and
Publish MLN (Medicare Learning Network) educational articles as they relate to the medical review process.

Targeted Probe and Educate (TPE) program - designed to help providers and suppliers reduce claim denials and appeals through one-on-one help.
MACs Conducts Medical Record Reviews to ensure compliance using data analysis to identify:
providers and suppliers who have high claim error rates or unusual billing practices, and
items and services that have high national error rates and are a financial risk to Medicare.
Providers whose claims are compliant with Medicare policy won't be chosen for TPE.
If chosen for TPE, The MAC will review 20-40 claims and supporting medical records
If compliant, the provider will not be reviewed again for at least 1 year on the selected topic
If not compliant, provider is given 3 opportunities to make improvements and come into compliance. 
Corrective actions are escalated for providers who do not improve after 3 rounds of review
Through the targeted probe and educate program, the highest number ever of one on one provider education contacts was provided - 89,000 contacts to 19,000 distinct providers. We continue to explore how to make the TPE program even more successful.

Medicare Administrative Contractors (MACs) – review claims and medical records for providers who have a high propensity for improper payments; conducts TPE; typically conducts review prior to claim payment  

Medicare FFS Recovery Audit Contractor (RACs) – identifies and recovers improper payments after claim payment

Supplemental Medical Review Contractor (SMRC) – identifies improper payments based on OIG reports and CMS special projects




Vulnerability Collaboration Council

• Incorporates the Government Accountability Office (GAO) fraud risk 
framework for the prevention, identification, and mitigation of fraud, 
waste, and abuse 

• Determines program risks and associated mitigations
• Promotes cross-collaboration within CMS to: 

• Conduct detailed fraud risk assessment of programs
• Coordinate various key players to identify, prioritize, assign, 

manage, track, and evaluate mitigations
• Facilitate the identification, scoring, prioritization and assessment 

of vulnerabilities that can lead to monetary loss or potential 
beneficiary harm

• Develop comprehensive PI Strategies to address related 
vulnerabilities

Vulnerability Collaboration Council (VCC): CMS’ centralized, enterprise-level process that is used to manage vulnerabilities and 
mitigations associated with the integrity of CMS programs
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Presenter
Presentation Notes
One of CPI’s priorities is to Enhance Vulnerability Identification and Management
A vulnerability is a perceived flaw, weakness, or gap in CMS policy, process, or program activity that could result in a potential risk
CPI established an Enterprise Program Risk Management Framework based on GAO’s Fraud Risk Framework used to identify, prioritize, assign, manage, track, and evaluate mitigation activities for vulnerabilities affecting CMS programs. 

Process: 
We use this process to identify vulnerabilities in existing payment systems, new programs or benefit categories, and new demonstrations or models. 
This process spans across all of CMS
There are multiple sources inputting information on where CMS programs may be vulnerable (Improper payments, GAO/OIG recommendations, other data trends and analysis, etc.)
As CMS is implementing payment or coverage policies, our program integrity team is working to mitigate vulnerabilities and prevent future improper payments from occurring:
key players discuss underlying issues and mitigation strategies 
include such things as implementing sophisticated data analytics and models, executing innovative medical review programs, coordinating with law enforcement on fraud investigations and educating providers on how to avoid these issues in the future

Results: 
Development of comprehensive PI strategies to ensure we are proceeding in a coordinated fashion and measuring meaningful outcomes
GAO/OIG findings are closed out
Policy changes are implemented 
RAPs: Recently, through our work with law enforcement, we uncovered a new home health fraud scheme around Requests for Anticipated Payments, or RAPs. Medicare home health payment is unique in that we have traditionally paid a portion of the expected payment at the beginning of a beneficiary’s episode of care. Under the scheme we identified, home health agencies submitted large volumes of RAPs for services not rendered, collected the RAP payments, never submitted final claims, and then disappeared before Medicare recognized that there was a problem and could take action to recover the payments. As a result of the VCC”s work, we released a proposed rule that would phase out RAPs by 2021.
Results are highlighted in the Annual Medicare & Medicaid Program Integrity Report to Congress
Promote a risk management culture within CMS, with an increased level of engagement and collaboration

COVID-19 Work: A focus in FY 2020 has been on the potential vulnerabilities arising from the Medicare and Medicaid waivers and flexibilities issued by CMS as a result of the COVID-19 public health emergency….
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COVID-19 Analysis 
Program Integrity Challenge: The COVID-19 PHE has created additional opportunities for those who are intent on 
defrauding CMS programs

Actions Taken: CMS is analyzing the waivers and flexibilities issued across all CMS programs – Medicare fee-for-service 
(FFS), Medicare Part C and Part D, the Exchanges, and Medicaid, as well as accelerated and advanced payments and 
provider relief fund payments – for potential vulnerabilities 

Findings: The identification of greatest concern is reliant on a combination of data analytics, payment integrity issues, and 
our historical knowledge of problematic fraud schemes. Top risk categories include: 

• Hospitals
• Skilled Nursing Facilities
• Durable Medical Equipment 
• Telehealth
• Laboratories 

Monitoring and Mitigation Strategy: CPI is engaged in the execution and development of program integrity activities to 
ensure sufficient oversight of Medicare and Medicaid during and after the PHE. Our data monitoring efforts will continue as 
additional claims are submitted and will evolve as we learn more about the impact of each waiver and flexibility.

Presenter
Presentation Notes
The Center for Program Integrity (CPI) is engaged in the execution and development of immediate-term, short-term, and long-term program integrity (PI) activities to ensure sufficient oversight of Medicare and Medicaid during and after the PHE. 

This work is critical because the COVID-19 PHE has created additional opportunities for those who are intent on defrauding CMS programs.

To date, CPI has identified over 300 waivers and flexibilities issued across all CMS programs (Medicare fee-for-service (FFS), Medicare Part C and Part D, the Exchanges, and Medicaid). 

CPI is in the process of undertaking an in-depth analysis of each waiver and flexibility to identify the categories that pose the greatest PI risks due to their potential impact on the Trust Funds and beneficiary safety. 

The identification of waivers and flexibilities of greatest concern is reliant on a combination of data analytics, payment integrity issues, and our historical knowledge of problematic fraud schemes. 

Our tools include: 
Aggressive monitoring of complaints received from 1-800-MEDICARE. 
Cutting edge, innovative and real-time data analytic capabilities that expedites surveillance to understand claims and payment data.  
Trend identification to expose unexpected spikes that may indicate intentional gaming of the system. 

CPI’s COVID -19 vulnerabilities identification and mitigation strategy consist of: 
The identification and prioritization of the waivers and flexibilities that CPI believes present the greatest risk due to financial impact and potential for beneficiary harm.
A classification of each potential vulnerability as “High,” “Medium,” or “Low,” based on the likelihood of the vulnerability being exploited, potential dollars at risk, and the potential for beneficiary harm.
Develop a mitigation strategy for each vulnerability. Mitigation strategies include such things as claims data analysis and monitoring for outliers; audit and investigative actions; medical review; and outreach and education. These strategies will continue to evolve as program vulnerabilities emerge and change so that we continue to focus on the vulnerabilities with the most impact to the program and beneficiaries.
Analysis on if these flexibilities should remain permanent policies and/or if any additional policy changes are needed. CPI is conducting claims data and other analyses to determine long-term impact on cost, beneficiary access to care, and quality of care. This analysis includes input of legal counsel and other pertinent stakeholders, regarding whether the extension of these waivers and flexibilities would be legally supportable and consistent with the Administration’s policy goals. 
CPI is engaged in the execution and development of program integrity activities to ensure sufficient oversight of Medicare and Medicaid during and after the PHE. Our data monitoring efforts will continue as additional claims are submitted and will evolve as we learn more about the impact of each waiver and flexibility.

Some of our specific concerns are: 
Services billed but not provided: CMS will conduct data analysis and review claims to identify providers with billing outliers who have high usage of telehealth services in geographic areas not dramatically impacted by COVID and investigate whether those telehealth services were provided or medically necessary by interviewing beneficiaries. Medical review will be performed for further analysis.
Time bandit (impossible days): There is evidence that providers are shortcutting the time requirements to increase reimbursement. For example, we have found that a provider had 20 dates of service with more than 24 hours of time-based E&M codes billed for both telemedicine and in-person settings in a single day. CMS is monitoring E/M telehealth services, virtual check-in codes (G2012, G2010), and e-visits to look for impossible days and other indicators of overutilization. This activity is designed to uncover providers that may be billing for services that are not provided or not medically necessary. 
No prior relationship: Certain flexibilities, such as allowing audio-only telehealth services with no prior relationship, pose clear, significant program integrity risks. Some of the most prevalent and costly recent fraud schemes have depended on the lack of a prior relationship between provider and beneficiary. Caution must be exercised to ensure that any telehealth flexibilities do not lead to the proliferation of similar fraud schemes. CMS is monitoring for no prior relationship between the provider and the beneficiary and for marked increases in the volume of beneficiaries billed.  
Medical necessity: Although flexibilities have been granted, documenting medical necessity remains a priority.  
Home health services are historically a high fraud risk area and are related to other improper payments, particularly around the homebound requirement.  Although CMS paused the Home Health Review Choice Demonstration, many Home Health Agencies (HHAs) are still submitting requests and MACs are reviewing any requests submitted. CMS is concerned that pausing the HHRCD could allow HHAs to bill home health services that are not medically necessary. CMS is performing data analysis to determine outlier HHAs that have the highest number of COVID-19 tests especially in areas not heavily affected. Prior authorization is an important program integrity tool and preliminary data shows that most providers continue to voluntarily submit prior authorization requests despite the current flexibility. CMS will continue the HHRCD after the PHE.
The Skilled Nursing Facility (SNF) waiver of 3-day patient hospitalization requirement may lead to some beneficiaries receiving SNF services that don’t need skilled care. CMS is conducting outlier analysis on SNFs with high use of 3-day stay waiver to identify commonalities and relationships among admitting practitioners and/or SNFs that may be admitting beneficiaries inappropriately. 
DME is prone to fraud and other improper payments related to orders and documentation requirements. DME providers were the primary targets in one of the largest “take downs” in history.  Prior experience also shows that non-invasive ventilators have high rates of improper payments. CMS is monitoring for spikes in billing and validating solicitation, receipt, and/or medical necessity. Based on early analysis, some suppliers are billing for replacement DME when not provided or not medically necessary. CMS is conducting investigations of outlier providers, performing telephonic beneficiary interviews and referring fraud to law enforcement. CMS will soon resume all investigative activities such as post-payment review of services.
Geospatial monitoring: CMS analyzes a practitioner’s location as compared to the beneficiary’s residence which may be indicative of unlikely or questionable geographic/spatial relationships. Hospitals, especially temporary expansion locations, and laboratories are also being monitored for unusual geographic billing based on confirmed COVID cases.  
1800 MEDICARE complaints analysis: CMS is monitoring 1-800-MEDICARE complaints for emerging fraud schemes, billing of telehealth and testing codes for outliers and trends, and enrollment and accreditation data for unusual activity. This activity may uncover beneficiary identity theft, improper billing and general fraud. 
OIG Hotline Complaints: In collaboration with OIG, CMS/CPI continues to monitor OIG Hotline complaints. Incoming complaints are reviewed and triaged to the proper jurisdictional entity including States and MAC’s to investigate allegations of FWA.  If MAC confirms fraud allegation, the complaint is referred to UPIC to pursue investigation and any and all administrative actions required. 
Incorrect billing: Providers have expressed a lot of confusion over waivers and flexibilities issued. CMS will continue to provide extensive outreach to providers via guidance, office hours, MLN articles, and through other channels to provide clarity to providers on how to properly utilize these flexibilities. Based on early data analysis, Comparative Billing Reports (CBRs) will be issued to outliers to encourage that they review their billing with the current policy.
Billing for COVID-19 when not applicable - Hospitals may be labeling patients as having COVID-19 to inappropriately increase payments. CMS can detect outlier hospitals that bill for COVID patients at a higher rate than their peers, controlling for high-impact and low-impact areas. We then investigate whether the COVID diagnoses are correct by interviewing beneficiaries and using the RACs or SMRC to conduct medical review.  Action will be taken, such as a referral to law enforcement, when appropriate.
Fraudulent Drive-thru testing: Testing site may be providing unproved testing and charging beneficiaries for testing. CPI can monitor data and vet complaints from 1800 Medicare and the OIG hotline to develop investigative leads and take necessary administrative actions. 
Abuse of laboratory testing related to respiratory pathogen panels: Involves providers attempting to bundle the COVID-19 test with other tests such as the Respiratory Pathogen Panel (RPP) test and/or Antibiotic Resistance test. Data analytics will help CPI monitor for this bundling so enforcement actions can be implemented expeditiously.
Telemarketer solicitation of benes PII under the guise of COVID response: Fraud schemes related to telemarketing services have increased since the PHE with evidence to suggest that telemarketers are using the PHE to obtain beneficiary PII to bill for multiple services. CPI relies on data and complaint monitoring to investigate these claims and take action as necessary. 

Our data monitoring efforts will continue as additional claims are submitted and will evolve as we learn more about the impact of each waiver and flexibility.
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